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About this Privacy Policy

Reclink has obligations concerning the collection, use, disclosure and storage of personal information. These obligations are set out in the Australian Privacy Principles (**APPs**) under the *Privacy Act 1988* (Cth) (**Privacy Act**), and other applicable State and Territory privacy laws.

In this Privacy Policy, references to "Reclink", "we", "us" and "our" are to **Reclink Australia** (ABN 53 046 843 443).

Reclink is committed to protecting your privacy.

You consent to us collecting, holding, using and disclosing your personal information in accordance with this Privacy Policy.

We will review and may update this Privacy Policy from time to time.

What is personal information?

"Personal information" is information or an opinion about an identified individual or reasonably identifiable individual, whether true or not and whether recorded in material form or not.

What is sensitive information?

"Sensitive information" is a sub-category of personal information which includes information about an individual's racial or ethnic origin, political opinions, membership of political association, religious beliefs or affiliations, philosophical beliefs, membership of a professional or trade association or trade union, sexual preferences or practices, criminal record, health information, genetic or certain biometric information

What personal information do we collect and hold?

The types of personal information we may collect about an individual will depend upon the nature of our interaction with them. The personal information that we collect, and hold may include an individual's:

* name;
* address;
* age and/or date of birth;
* email address;
* Gender
* Cultural background
* payment details, such as your credit or debit card information;
* health information (including disability information);
* Next of kin or parent/guardian especially if child and youth.
* occupational and employment details including employment status and any previous work experience;
* information from or in connection with your resume or job application if you apply for a position with us;
* information provided to us via customer surveys;
* the location from which you have come to the site and the pages you have visited; and
* technical data, which may include IP address, the types of devices you are using to access the Websites, device attributes, browser type, language and operating system; telephone number and other contact details.

We collect and record personal information about individuals such as:

* our members, potential members and their representatives;
* our participants, potential participants and their representatives;
* our donors and potential donors, partners and volunteers and potential volunteers;
* our suppliers, potential suppliers and their representatives, directors, partners, proprietors and shareholders
* contractors, subcontractors, potential contractors and subcontractors and their representatives in relation to providing goods and services to us;
* our employees past and present, including applications; and
* any other person who comes into contact with us.

How do we collect personal information?

We may collect personal information directly from the individual concerned or from a third party. We will only collect your personal information from a third party if it is unreasonable or impracticable to collect this information directly from you or if we are otherwise permitted to do so.

We may collect this information when you communicate with us through the Websites, by telephone, by e-mail or through a written application. In some circumstances the collection of personal information may be required by law.

Specifically, we may collect your personal information when you:

* participate in our programs and activities, such as our sports, recreation and arts activities or register to participate;
* use our services;
* complete a waiver form, and/or photo/image/likeness consent forms;
* are referred to our services by a partner or member agency or medical/health professional
* provide us, or you offer or apply to supply us, with goods or services;
* request information about us, our services, programs or events;
* provide feedback to us;
* visit or fill in a form on the Websites;
* register to be a member, donor, volunteer or partner;
* visit premises from which we operate; and
* submit a job or volunteering application to us.

If the personal information we collect includes sensitive information, including health information, we will ask for your consent to collect this sensitive information, unless the law allows us to collect it without your consent.

Can I remain anonymous?

You can always choose to deal with us anonymously or by using a pseudonym.

However, please note that if you choose to remain anonymous, this may affect your ability to access or use certain functions of the Websites or services. Access to services where a person wishes to remain anonymous is entirely at Reclink’s discretion.

If you wish to remain anonymous when dealing with us via a telephone call, please advise the call operator assisting you. Providing your personal details enables us to provide you with a contact record reference number which allows you, and other authorised persons, to retrieve information about that call at a later date.

Exemptions under the Privacy Act

The employee records exemption set out in the Privacy Act applies to our acts and practices in relation to the handling of employee records by us in relation to current and former employment relationships. This Privacy Policy does not apply to our acts and practices in relation to employee records.

Why do we collect, hold, use and disclose personal information?

We collect, hold, use and disclose personal information for the following purposes:

* to perform our organisational functions and activities in order to operate our business efficiently;
* Government and funder reporting
* health and safety and in emergency situations
* to identify and communicate with you;
* to enable us to provide you with requested information, products or services;
* to assist our members by providing them with information and support;
* to administer our promotions, surveys and competitions;
* to help us to manage and enhance the programs, events and services we provide to you;
* to help us to manage and enhance goods and services we procure from our suppliers and subcontractors;
* to manage and administer any account you hold with us;
* to enable you to access and use our websites and online services;
* to process payments when you make a donation;
* to operate, improve and optimise our websites and online services and yours and other users' experience;
* to send support and administrative messages, reminders, technical notices, updates, security alerts, and information to you;
* to send marketing and promotional messages to you and other information that has been requested or which may be of interest;
* to process any application submitted by you;
* to respond to any queries or complaints you have made; and
* to comply with our legal and contractual obligations.

Direct marketing

If you have agreed or asked, we may also use or disclose your personal information to provide you with information about promotions and other information which relates to our services, to invite donations or which we believe may be of interest to you. We may send you such information by email, telephone, SMS text message and/or any other form of electronic messages, post, fax or smartphone applications, social networking websites, Web 2.0 or any other method which becomes relevant from time to time.

When you provide us with information about yourself, you will usually be given the option to let us know that you do not want that information to be used for direct marketing purposes whether by ourselves or by any third party (including our commercial partners). If you do not take up that option, you will be taken to have agreed to the use of your information for marketing and promotional purposes.

You can change your mind about your direct marketing preferences at any time by contacting us using our contact details listed below. In addition, if you receive direct marketing from us by email or SMS message, you will be reminded in the email or SMS message that you are able to request a change to your preferences.

To whom do we disclose personal information?

We may disclose personal information to the following third parties for the purposes listed below:

* trading partners and service providers (of Reclink and Group Entities);
* to your nominated representatives;
* other organisations or individuals who assist us in providing products, events, services and programs to you;
* professional service providers and advisors who perform functions on our behalf, such as lawyers and accountants;
* TeamApp.com (as part of the Reclink AFL Football League);
* SignUp.com (as part of our fundraising events);
* GiveNow.com.au (as part of our donation process); and
* B Collective (as part of our volunteering processes)
* the Queensland Government (as part of our 'Skilling Queensland for Work' program).
* the Queensland Government (as part of our ‘Disability Employment Services’ (DES) program).
* Other state Governments
* Federal Government

We may disclose personal information to external service providers so that they may perform services for us or on our behalf or to assist us in providing our programs, events and services or to administer our business.

We may also disclose your personal information to a purchaser or potential purchaser in connection with the sale or potential sale of Reclink, our business or any of our assets, including in insolvency, in circumstances which require the purchaser or potential purchaser to use such personal information consistently with this Privacy Policy.

When we disclose personal information to third parties, we make all reasonable efforts to ensure that we disclose only relevant information and that it is accurate, complete and up to date and that the third party will comply with the Privacy Act in relation to the use, disclosure and storage of your information.

Other permitted disclosures

We may disclose personal information in other circumstances, where the person concerned has consented to the disclosure, or where we are expressly permitted to do so by the Privacy Act or another law. These other disclosures may include where:

* You would reasonably expect the disclosure to occur (for example, quality assurance purposes or training);
* We are authorised or compelled by law to disclose;
* it will prevent or lessen a serious threat to someone's life, health or safety or a threat to public health or safety;
* it is necessary as part of the establishment or defence of a legal claim;
* it is requested by an enforcement agency such as the police; or
* it is a necessary part of an investigation following a complaint or incident.

Other uses and disclosures

We may collect, use and disclose your personal information for other purposes not listed in this Privacy Policy. If we do so, we will make it known to you at the time we collect or use your personal information.

Disclosure of personal information outside Australia

Generally, we do not send or disclose your personal information to anyone outside Australia.

Information collected via our websites

This Privacy Policy applies to the personal information that Reclink collects through its websites:

* https://reclink.org;
* https://www.aaaplay.org.au;
* http://communitycup.com.au; and
* any other websites owned or operated by Reclink from time to time (together, the **Websites**).

Cookies

A "cookie" is a small file stored by the web browser software on your computer when you access our websites. An explanation of cookies can be found on the Office of the Australian Information Commissioner's (**OAIC**) [website](https://www.oaic.gov.au/privacy/your-privacy-rights/advertising-and-marketing/targeted-advertising).

We use session cookies for maintaining contact with a user throughout a web browsing session. Session cookies expire when the browsing session comes to an end, or a user shuts down their computer.

We use persistent cookies for statistical purposes and to improve our websites.

You may accept all cookies, reject all cookies or be notified when a cookie is set. However, if refuse the use of cookies by selecting the appropriate settings on your browser, this may prevent you from using the full functionality of the Websites.

We will deal with any personal information collected by cookies in the same way we handle other personal information under this Privacy Policy.

Web beacons

The website communications generated from using and/or registering on this Website, such as promotional emails, may contain electronic images known as "web beacons". Web beacons generally work in conjunction with cookies, and we may use them with cookies to, for example, count the number of visitors to the Websites or see whether you have acted on an email or clicked on a link, for example where this is a condition of entering a competition.

Google Analytics

Our websites use Google Analytics, a web analytics service provided by Google Inc. (**Google**). Google Analytics uses cookies to help analyse how users use the Websites. Google Analytics anonymously tracks how users interact with the Websites, including where they came from, what they did on the Websites and whether they completed any transactions on the Websites.

The information generated by the cookie about your use of the Websites (including their IP address) will be transmitted to and stored by Google on servers in the United States. Google will use this information for the purpose of compiling reports on the Websites'

activity and providing other services relating to the Websites and internet usage. Google may also transfer this information to third parties where required to do so by law, or where such third parties process the information on Google's behalf. Google will not associate a person's IP address with any other data held by Google.

You can opt out of the collection of information via Google Analytics by downloading the Google Analytics Opt-out browser add-on [here](https://tools.google.com/dlpage/gaoptout?hl=en-GB).

Clickstream data

When you visit our websites, a record is made of your visit, including the following information:

* your server address;
* your top-level domain name;
* the date and time of access to the site;
* pages accessed and documents downloaded;
* the previous site visited; and
* the type of browser software in use.

We analyse this non-identifiable Website traffic data (including through the use of third-party service providers) on an aggregated basis to improve our services and for statistical purposes.

No attempt will be made to identify users or their browsing activities except in the unlikely event of an investigation, where a law enforcement agency may exercise a warrant to inspect the Internet Service Provider's log files.

Third party websites

The Websites may link to other websites which are outside our control, and other websites outside our control may link to the Websites. Whilst we try to ensure that we link only to websites which share our privacy and security standards, once you have left a website, we cannot be responsible for the protection and privacy of any information which you provide on other websites. You should exercise caution and review the privacy statement applicable to the website in question.

We use third parties such as YouTube for embedded videos on our websites. You can access the privacy policy for YouTube on the YouTube [website](https://policies.google.com/privacy?hl=en&gl=au).

Security of your personal information

We regard the security of your personal information as a priority and implement a number of physical and electronic measures to protect it. We remind you, however, that if you send information to the Websites, the internet is not a secure environment and although all care is taken by us, we cannot guarantee the security of information you provide to us via electronic means.

We have processes in place to ensure that our records remain accurate, complete and up to date, including by verifying your personal information with you each time you use our services or from other sources.

If the information is no longer required by us for any purpose for which it was collected

and is no longer required by law to be retained by us, we will destroy or de-identify the information.

How can I access or correct my personal information?

We have measures in place to ensure that the information we hold about individuals is accurate, complete and up to date. If you learn that personal information, we hold about you is inaccurate, incomplete or not up to date, you should contact us so that your information can be updated.

If you wish to see what information we hold about you, you can ask us for a copy.

Sometimes it may not be possible to give you a copy of the information if it was provided anonymously, if it contains details about other people, or if it would be unsafe to provide the information (for instance, if it may lead to harm being done to another person).

If we refuse to provide you with access to your record or to update your record in the way you request, we will provide you with written reasons.

If we refuse to correct or update your information, you may request that we make a note on your record that you are of the opinion that the information is inaccurate, incomplete, out of date, irrelevant or misleading, as the case may be.

There is no charge for requesting access to your personal information, but we may require you to meet our reasonable costs in providing you with access (such as photocopying costs or costs for time spent on collating large amounts of material).

You will be notified of any likely costs before your request is processed.

How can I make a complaint?

If you have a complaint or concern regarding our handling of your personal information or think that your privacy has been affected, you should contact us using our contact details set out below to raise your complaint or concern.

If you remain unsatisfied with the way in which we have handled your privacy complaint or concern, you may approach an independent advisor or contact the OAIC. See the OAIC [website](http://www.oaic.gov.au) for more information about how to make a complaint.

Contacting us

If you:

* have any questions or would like further information about our Privacy Policy or practices,
* wish to make a complaint about the way we have collected, used, held or disclosed your personal information;
* would like to opt out of receiving our newsletter or information about Reclink products or services, please contact our office in any of the following ways:
  + **Email:**reclink@reclink.org
  + **Phone:**03 9419 6672
  + **Mailing address:** Reclink Australia, PO Box 201, South Melbourne VIC 3205.